
ACADEMICIA: An International Multidisciplinary Research Journal 
ISSN: 2249-7137     Vol. 12, Issue 02, February 2022     SJIF 2021 = 7.492 

A peer reviewed journal 

https://saarj.com 
  

ISSUES OF ENSURING INFORMATION SECURITY IN THE DIGITAL 

ECONOMY 

Ruziev Abdumalik Artikalievich* 

*Candidate of Economic Sciences,  

Doctoral student of the Department of Marketing and Digital Economy,  

Graduate School of Business and Entrepreneurship,  

Tashkent, UZBEKISTAN 

Email id: aoruziyev@gmail.com. 

DOI: 10.5958/2249-7137.2022.00108.2 
 

АBSTRACT 

In the modern conditions of the development of the digital economy, information security 

remains one of the most pressing problems at the global, state, economic and individual levels. 

The rapid penetration of digital technologies into all socio-economic spheres is an undeniable 

process that will exacerbate this problem. As a result, new types and methods of threats to 

information security appear. The article analyzes the main global trends in the field of 

information security, and also considers ways to solve the problem of protecting digital 

information. The area of information security of the Republic of Uzbekistan is analyzed. 

Suggestions and conclusions are made on information security both at the state level and at the 

level of individual economic entities. 
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