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ABSTRACT 

Blockchain is a decentralized, publicly accessible ledger that records all transactions, both 

financial and non-financial. The Internet of Things (IoT) is also thought to be the next big thing. 

The techniques for peer-to-peer identification of ownership of IoT devices in a cloud context are 

discussed in this paper. The review paper goes over how a device is installed by its maker (also 

known as Genesis) and then transmitted to a user via blockchain technology. This paper also 

looks at how a similar blockchain method may be used to transfer device ownership from one 

user to another without the need for a third party. Because it depends on the strength of 

consensus of good nodes to operate effectively, the methods discussed in this paper are 

reasonably safe against all types of malicious attacks. Blockchain offers a fantastic alternative to 

modern-day authentication and device interaction. 
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